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1) Altalanos adatvédelmi rendelet:

Az Eurépai Parlament és a Tanacs (EU) 2016/679
rendelete (2016. aprilis 27.) a természetes
személyeknek a személyes adatok kezelése
tekintetében torténd védelmérél és az ilyen adatok
szabad aramlasarol, valamint a 95/46/EK iranyelv
hatalyon kival helyezésérdl (altalanos
adatvédelmi rendelet) — (a tovabbiakban: GDPR).

2) A Tarsasag adatkezelésére vonatkozé
legfontosabb magyar jogszabalyok:

3)

az informaciés onrendelkezési jogrol és az
informacidoszabadsagroél sz6l6 2011. évi CXII.
torvény (a tovabbiakban: Infotv.)

a koéztulajdonban allé gazdasagi tarsasagok
takarékosabb muikodeésérél széldé 2009. évi
CXXII. tv. (a tovabbiakban: Takarékos tv.);

a kozbeszerzésekrdl szolé 2015. évi CXLIIL.
térvény (a tovabbiakban: Kbt.);

a Polgari Torvénykonyvrél szélé 2013. évi V.
térvény (a tovabbiakban: Ptk.);

a munka torvénykonyverdl szold 2012. évi |.
torvény (a tovabbiakban: Mt.).
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Kllsé panaszok és észrevételek kezelésérél

sz0l6 szabalyzat,
A Tarsasag megfeleléségi tevékenységérdl
sz0l6 szabalyzat.
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1. A SZABALYZAT ELKESZITESENEK CELJA, TARTALMA

Az Univerzal Beszerz6 Kft. (a tovabbiakban: Tarsasag vagy Adatkezeld) bels6é adatkezelési
folyamatainak nyilvantartasa és az érintettek jogainak biztositasa céljabol az alabbi
Adatvédelmi és adatbiztonsagi szabalyzatot (a tovabbiakban: Szabalyzat) alkotja.

A Szabalyzattal a Tarsasag biztositani kivanja a nyilvantartasok mikoédésének térvényes
rendjét, az adatvédelem alkotmanyos elveinek, az adatbiztonsag kovetelményeinek
érvényesulését, meg kivanja akadalyozni az adatokhoz valo jogosulatlan hozzaférést, és azok
jogosulatlan megvaltoztatasat, illetve nyilvanossagra hozatalat.

A Szabalyzat keretrendszert biztosit arra, hogy a Tarsasag altal folytatott adatvédelmi
folyamatok megfeleléen legyenek azonositva és a Tarsasag minden esetben képes legyen
meghatarozni

a) a kezelt személyes adatokat, azok forrasat,

b) az adatkezelés céljat, jogalapjat, id6tartamat,

c) az adatkezelésbe esetlegesen bevont adatfeldolgozé nevét, cimét és az

d) adatkezeléssel 6sszefliggd tevékenységét, tovabba

e) az érintett személyes adatainak tovabbitasa esetén - az adattovabbitas jogalapjat
€s cimzettjét.

A Szabalyzat tovabbi célja, hogy egységes szerkezetbe foglalia a Tarsasagnal az
adatkezelésben résztvevé munkavallalok és a Tarsasaggal egyéb munkavégzésre iranyuld
jogviszonyban allé6 személy szamara a Tarsasag adatkezelési, adatvédelmi folyamataival
kapcsolatos teendéit.

Jelen rendelkezéseket a Tarsasag tobbi szabalyzatanak elbirasaival, a mindenkor hatalyos
Adatkezelési Tajékoztatdkban foglaltakkal 6sszhangban kell értelmezni. Amennyiben a
személyes adatok védelmével kapcsolatosan ellentmondas all fent jelen rendelkezések és a
barmely mas, jelen Szabalyzat hatalybalépése elétt hatalyba Iépett szabalyzat elbirasai kozott,
ugy abban az esetben jelen rendelkezések az irdnyadok.

2. A SZABALYZAT HATALYA, FELELOSE
2.1. Targyi hataly

Jelen Szabalyzat targyi hatalya kiterjed a Tarsasag altal kezelt személyes adatokra vonatkozo
legfontosabb adatvédelmi szabalyokra, elvekre, kil6nds tekintettel az adatkezeléssel,
adatfeldolgozassal, adattovabbitassal, adatvédelemmel és nyilvanossagra hozatallal
kapcsolatos kdvetelményekre.

A Szabalyzat targyi hatalya kiterjed tovabba a Tarsasagon belul megvalésulé minden olyan
folyamatra, melynek soran a GDPR 4. cikk 1. pontjaban meghatarozott személyes adatok
kezelése torténik. A Tarsasag altal végzett valamennyi adatkezelés a GDPR targyi hatalya ala
tartozik, tekintettel arra, hogy a Tarsasag a személyes adatokat részben vagy egészben
automatizalt médon kezeli, illetve amennyiben az adatkezelés nem automatizalt médon
torténik, ugy a személyes adatok nyilvantartasi rendszer részét képezik. A Tarsasag azonban
fenntartja a lehet6séget és a jogot arra, hogy olyan adatkezelést is folytasson, amelyre csak
az Infotv. targyi hatalya terjed ki.

2.2. Személyi és szervezeti hataly
Jelen Szabalyzat személyi hatalya kiterjed minden olyan személyre, aki a Tarsasaggal
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fennalld6 munkaviszonya-, munkavégzésre iranyuld egyéb jogviszonya-, adatfeldolgozéi
jogviszonya-, egyéb szerzédéses jogviszonya alapjan a Tarsasag adatkezelési korébe esé
személyes adatokhoz hozzafér vagy azok birtokaba jut (a tovabbiakban: a Tarsasag
munkavallal6i).

2.3. Iddbeli hataly

A Szabalyzat el6irasait annak személyi és szervezeti hatalya ala tartozok a hatalybalépés
idépontjatol annak hatalyon kivil helyezéséig kotelesek betartani és végrehajtani.

2.4. Hataskor és felelésség

Hataskor Feleldsség

A Szabalyzat kialakitasaért, karbantartasaért,
felUlvizsgalataért és végrehajtasaért az Adatvédelmi tisztviseld
adatvédelmi tisztviselb felelbs.

3. ADATVEDELMI FOGALMAK, ERTELMEZESI RENDELKEZESEK

A szabdlyzatban hasznalt adatvédelmi fogalmak megegyeznek a GDPR 4. cikkében
meghatarozott értelmez6 fogalommagyarazatokkal.

Az alabbiakban a fontosabb definiciok:

1) ,,személyes adat’. azonositott vagy azonosithaté természetes személyre (,érintett”)
vonatkozé barmely informacio; azonosithaté az a természetes személy, aki kdzvetlen vagy
kbzvetett modon, kildndsen valamely azonositd, példaul név, szam, helymeghatarozé adat,
online azonositd vagy a természetes személy testi, fiziologiai, genetikai, szellemi, gazdasagi,
kulturalis vagy szocialis azonossagara vonatkozo6 egy vagy tobb tényez6 alapjan azonosithato;

2) ,adatkezelés”. a személyes adatokon vagy adatallomanyokon automatizalt vagy nem
automatizalt médon végzett barmely mivelet vagy miveletek 6sszessege, igy a gyujtés,
rogzités, rendszerezés, tagolas, tarolas, atalakitas vagy megvaltoztatas, lekérdezes,
betekintés, felhasznalas, kdzlés, tovabbitas, terjesztés vagy egyéb mébdon torténd
hozzaférhetévé tétel utjan, dsszehangolas vagy dsszekapcsolas, korlatozas, torlés, illetve
megsemmisités;

3) ,adatkezel6”. az a természetes vagy jogi személy, kdzhatalmi szerv, Uugyndkség vagy
barmely egyéb szerv, amely a személyes adatok kezelésének céljait és eszkdzeit 6nalldan
vagy masokkal egyltt meghatarozza; ha az adatkezelés céljait és eszkdzeit az unios vagy a
tagallami jog hatarozza meg, az adatkezelét vagy az adatkezel6 kijeldlésére vonatkozo
kuldénos szempontokat az unios vagy a tagallami jog is meghatarozhatja;

4) ,adatfeldolgozé”: az a természetes vagy jogi személy, kdzhatalmi szerv, igyndkség vagy
barmely egyéb szerv, amely az adatkezeld nevében személyes adatokat kezel;

5) ,cimzett’: az a természetes vagy jogi személy, kdzhatalmi szerv, Ugyndkség vagy barmely
egyéb szerv, akivel vagy amellyel a személyes adatot kozlik, fliggetlentl attdl, hogy harmadik
fél-e. Azon kdzhatalmi szervek, amelyek egy egyedi vizsgalat keretében az uniés vagy a
tagallami joggal 6sszhangban férhetnek hozza személyes adatokhoz, nem min&sulnek
cimzettnek; az emlitett adatok e kdzhatalmi szervek altali kezelése meg kell, hogy feleljen az
adatkezelés céljainak megfeleléen az alkalmazand6 adatvédelmi szabalyoknak;

6) ,harmadik fél”: az a természetes vagy jogi személy, kézhatalmi szerv, ligyndkség vagy
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barmely egyéb szerv, amely nem azonos az érintettel, az adatkezel6vel, az adatfeldolgozéval
vagy azokkal a személyekkel, akik az adatkezel6 vagy adatfeldolgoz6 kdzvetlen iranyitasa
alatt a személyes adatok kezelésére felhatalmazast kaptak;

7) ,az érintett hozzajarulasa” az érintett akaratanak onkéntes, konkrét és megfelel6
tajékoztatason alapuld és egyértelmi kinyilvanitasa, amellyel az érintett nyilatkozat vagy a
megerdsitést félreérthetetlendl kifejezé cselekedet Gtjan jelzi, hogy beleegyezését adja az 6t
érinté személyes adatok kezeléséhez;

8) ,,adatvédelmi incidens”: a biztonsag olyan sérlilése, amely a tovabbitott, tarolt vagy mas
modon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztéseét,
megvaltoztatasat, jogosulatlan kozlését vagy az azokhoz vald jogosulatlan hozzaférést
eredményezi.

4. AZ ADATKEZELES ELVEI
A Tarsasag adatkezelése az alabbi alapelvek mentén torténik:

41. Jogszeriség, tisztességes eljaras és atlathatésag elve [GDPR 5. cikk (1) bek.
a) pont]

A Tarsasag személyes adatot csak jogszerlien és tisztességesen kezel, az adatkezelést az
érintett szamara atlathaté modon, tobbek kozott jelen szabalyzat nyilvanossagra hozatalaval
VEgzi.

4.2. Célhoz kétdttség elve [GDPR 5. cikk (1) bek. b) pont]

A Tarsasag minden esetben, ha személyes adatot kezel, az adat felvétele el6tt meghatarozza
a személyes adat kezelésének céljat, amely igy elére meghatarozott, egyértelm( és jogszerd.
Személyes adatot a Tarsasag az elére meghatarozott céllal 6ssze nem egyeztetheté modon
nem kezel. Amennyiben teljesilt az adatkezelés célja és jogszabaly nem irja el6 kotelez6en
az adat tovabbi kezelését, ugy a személyes adatot a Tarsasag torli.

4.3. Adattakarékossag elve [GDPR 5. cikk (1) bek. c) pont]

A Tarsasag az adatkezelés soran csak olyan személyes adatot kezel, amely a cél eléréséhez
megfeleld és relevans, a Tarsasag az adatkezelést csak a cél eléréséhez szikséges minimum
adatmennyiségre korlatozza.

44. Pontossag elve [GDPR 5. cikk (1) bek. d) pont]

A Tarsasag térekszik ra, hogy az altala kezelt személyes adatok pontosak és naprakészek
legyenek és a jelen szabalyzatba foglalt modon toérekszik ra, hogy a pontatlan személyes
adatokat haladéktalanul torolje vagy — az érintett kérelmére vagy tudomasara jutasa esetén —
helyesbitse.

4.5. Korlatozott tarolhatésag elve [GDPR 5. cikk (1) bek. e) pont]

A Tarsasag személyes adatot kizardlag akként tarol, hogy a személyes adat érintettje csak az
adatkezelés céljanak eléréséig legyen azonosithatdo az adatkezelés soran, a személyes
adatok ennél hosszabb ideig torténé tarolasat csak jogszabaly kotelez6 elbirasa alapjan végzi
a Tarsasag.



4.6. Integritas és bizalmassag elve [GDPR 5. cikk (1) bek. f) pont]

A Tarsasag az adatkezelési folyamatait gy tervezi és hajtja végre, hogy megfelel6 technikai
vagy szervezési intézkedések alkalmazasaval biztositia a személyes adatok megfeleld
biztonsagat, igy kuldnésen az adatok jogosulatlan vagy jogellenes kezelésével, véletlen
elvesztésével, megsemmisitésével vagy karosodasaval szembeni védelmet.

4.7. Elszamoltathatésag elve [GDPR 5. cikk (2) bekezdés]

A Tarsasag az adatkezelési folyamatait ugy tervezi és hajtja végre, hogy az adatkezelés
barmely pillanataban képes legyen a jelen pontban foglalt elveknek valé megfelelést igazolni.

5. AZ ADATKEZELESEK LEHETSEGES JOGALAPJAI
5.1. Altalanos szabalyok

Az adatkezelés jogalapjat a Tarsasag minden adatkezelési folyamatnal meghatarozza. Az
adatkezelésre jogalapot csak a GDPR 6. cikk (1) bekezdésében rogzitettek szerint hataroz
meg a Tarsasag.

A Tarsasag az adatkezelési rendszerét ugy alakitja ki, hogy minden személyes adatra
vonatkozoan bizonyitani tudja, hogy mikor, milyen formaban tortént a személyes adat felvétele
és milyen tajékoztatast kapott az érintett a személyes adat felvételekor.

A személyes adatok kuldnleges kategoriaiba tartozé személyes adatot f6szabaly szerint a
Tarsasag nem kezel, kivéve abban az esetben, ha a kildnleges adat kezelése jog gyakorlasa
vagy kotelezettség teljesitése érdekében elengedhetetlenll szikséges és bizonyitani tudja,
hogy fennallnak azok az okok és korlilmények, melyek a Tarsasagot mentesitik a GDPR 9.
cikk (1) bekezdése szerinti adatkezelési tilalom aldl.

5.2. Az adatkezelések lehetséges jogalapjai személyes adatok esetében

5.2.1. Az érintett hozzajarulasat adta személyes adatainak egy vagy tobb konkrét célbal
torténd kezeléséhez. [GDPR 6. cikk (1) bekezdés a) pontja]

5.2.2. Az adatkezelés olyan szerz6dés teljesitéséhez szilkséges, amelyben az érintett az
egyik fél, vagy az a szerz6dés megkotését megelézéen az érintett kérésére torténd
lépések megtételéhez sziikséges. [GDPR 6. cikk (1) bekezdés b) pontja]

5.2.3. Az adatkezelés a Tarsasagra vonatkozd jogi kotelezettség teljesitéséhez
szikséges. [GDPR 6. cikk (1) bekezdés c) pontja] (Ezt a jogalapot akkor
alkalmazza a Tarsasag, amennyiben a kezelend6 adatok fajtait, az adatkezelés
céljat és feltételeit, az adatok megismerhetéségét, az adatkezel6 személyét,
valamint az adatkezelés id6tartamat vagy szikségessége id6szakos
felllvizsgalatat az adatkezelést elrendeld térvény, illetve dnkormanyzati rendelet
hatarozza meg.)

5.2.4. Az adatkezelés az érintett vagy egy masik természetes személy létfontossagu
érdekeinek védelme miatt sziikséges. [GDPR 6. cikk (1) bekezdés d) pontja]
(Létfontossagu érdek példaul kulondésen, de nem kizarélagosan: jarvany,
katasztrofa, szikséghelyzet.)

5.2.5. Az adatkezelés kdzérdekl feladat végrehajtasahoz szikséges. [GDPR 6. cikk (1)
bekezdés e) pontja] (Ezt a jogalapot akkor alkalmazza a Tarsasag, amennyiben a
kezelend6 adatok fajtait, az adatkezelés céljat és feltételeit, az adatok
megismerhetdségét, az adatkezel§ személyét, valamint az adatkezelés id6tartamat
vagy szlkségessége idészakos felllvizsgalatat az adatkezelést elrendeld térvény,
illetve 6nkormanyzati rendelet hatarozza meg.)

5.2.6. Az adatkezelés a Tarsasag sajat vagy egy harmadik fél jogos érdekeinek
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5.3.

5.3.1.

5.3.2.

5.3.3.

5.3.4.

5.3.5.

5.3.6.

5.3.7.

5.4.

érvényesitéséhez sziikséges. [GDPR 6. cikk (1) bekezdés f) pontja]
A hozzajarulasra, mint jogalapra vonatkozo6 kiilonleges szabalyok

Amennyiben az adatkezelés az érintett hozzajarulasan alapszik, ugy az érintett a
hozzajarulasat barmilyen bizonyithaté médon megadhatja, amelynek elsédleges és
elvart formaja az irasban t6rténd hozzajarulas (pl. nyilatkozaton, dokumentumon)
is.

A Tarsasag nem tesz kulonbséget a hozzajarulasok k6zott azok formajat tekintve,
a hozzjjarulasok formai egyenértékiek, de az elszamoltathatésag elvének
betartasa céljabdl fenntartja maganak a jogot, hogy egyes adatkezelések esetén a
hozzajarulas egyes formait kizarja.

A Tarsasag minden adatkezelési folyamatat ugy hatarozza meg, hogy amennyiben
annak jogalapja az érintett hozzajarulasa, ugy a Tarsasag képes legyen annak
bizonyitasara, hogy az érintett személyes adatainak kezeléséhez hozzjarult.
Ennek elsésorban ugy tesz eleget a Tarsasag, hogy elsédlegesen irasban
(beleértve az e-mailt is) szerzi be az érintett hozzgjarulasat, amelyet igy az
irasbeliséggel tud igazolni.

Amennyiben a Tarsasag a tényleges cselekvésben térténd megnyilvanulast vagy
a szoObeliséget is elfogadja a hozzajarulas jogalapjaul, ugy az adatkezelés minden
korilményét megvizsgalja és dokumentalja, hogy utébb is igazolni tudja a
hozzajarulast. llyen esetekben az adatvédelmi tisztviselbvel egyeztetni szlikséges
a hozzajarulas megfeleléségének biztositdsa és az elszamoltathatosag elvének
valé megfelelés garantalasa érdekében.

A Tarsasag biztositia a jogot arra is, hogy az érintett ugyanugy, ahogy a
hozzajarulast megadta, a hozzajarulasat vissza is tudja vonni. A Tarsasag a
visszavonas tényét az adatkezelés soran rogziti és a hozzajarulas visszavonasaval
érintett adatot a tovabbiakban nem kezeli.

A Tarsasag az adatkezelései soran — lehet6ség szerint minden egyes személyes
adatnal — feltlnteti, hogy az adat kezelésére jogalapot biztosité hozzajarulas:

a) mikor érkezett,

b) milyen formaban tortént (irasban/széban),

c) milyen cselekmény eredménye, ha ez értelmezhet6 (példaul: jelentkezés /
kapcsolatfelvétel / stb.),

d) a hozzajarulas visszavonasanak tényét (az adat helyén: ,a hozzajarulas
visszavonva” jelzéssel),

e) a visszavonasi kérelem idejét és formajat (szoban vagy irasban).

Munkaviszony esetén a munkavallalé és a munkaltaté kézétti jogviszonyban a
hozzajaruldas, mint jogalap f&szabalyként tilos, hiszen a hozzajarulas
6nkéntessége, mint fogalmi ismérv az ala-félérendeltségre valo tekintettel nem tud
megvalosulni. A munkavallalo hozzajarulasa, csak kivételes esetekben
alkalmazhato, ezért a hozzajarulas alapjan tervezett munkavallal6i adatkezelések
megvalositasa kizarolag az adatvédelmi tisztvisel6 el6zetes jovahagyasa alapjan
torténhet.

A szerzédéses jogviszonyra, mint jogalapra vonatkozo kiilonleges szabalyok



5.4.1. Csak akkor alkalmazhaté ez a jogalap, ha a Tarsasag magaval az érintettel kot
szerzédést. Erintett kizarélag természetes személy lehet, vagyis maganszemély
vagy egyéni vallalkozé. (Az egyéni vallalkoz6 adatai még gazdasagi
tevékenységlk végzése kdzben is személyes adatnak mindsuilnek, Iévén a GDPR
4. cikk 1. pontja szerint azonositott természetes személyre vonatkozé informaciok.)

5.4.2. A Tarsasag nem alkalmazza ezt a jogalapot, ha a személyes adatok a
szerz6désben mas okbdl szerepelnek (példaul: a kapcsolattarté személyek adatai).
Ezen adatok tekintetében ugyanis nem val6ésul meg az a GDPR eléiras, hogy ,a
szerz6d6 fél” lenne az a személy, akinek az adatai szerz8désben szerepelnek.

5.5. A jogi kotelezettségre vonatkozoé killonleges szabalyok

5.5.1. Amennyiben az adatkezelés jogalapja jogi koételezettség teljesitése, ugy a jogi
kotelezettséget csak és kizardlag az Eurdpai Unié vagy Magyarorszag hatalyos és
alkalmazando jogszabalya allapithatja meg.

5.5.2. Az Infotv. 5. § (3) bekezdése értelmében Magyarorszagon jogi kotelezettség
teljesitéséhez sziikséges kotelezd adatkezelést jogszabalyként kizardlag térvény
vagy onkormanyzati rendelet irhat eld.

5.5.3. Amennyiben a Tarsasag az adatkezelése soran jogalapként a jogi kdtelezettséget
hatarozza meg, ugy az adatkezelési folyamatleirasban a Tarsasag megnevezi a
jogi kotelezettséget elbird jogszabalyt annak nevével, és a kotelezettséget elbird
pontos jogszabalyi helyet is.

5.5.4. Abban az esetben, amennyiben a kotelezd adatkezelést el6iré jogi norma nem felel
meg az Infotv. 5. § (3) bekezdésében foglalt szabalyoknak (vagyis nem torvény
vagy Onkormanyzati rendelet), a Tarsasag megvizsgalja, hogy koteles-e mégis
betartani az adatkezelési el6irast. A Tarsasag ebben az esetben azt vizsgalja meg,
hogy az el6iras kozvetlenul a GDPR rendelkezéseibe Utkdzik-e. Amennyiben igen,
ugy az adatkezelést ezzel a jogalappal nem végzi, amennyiben nem, az
adatkezelést vegzi.

5.6. A létfontossagu érdekre, mint jogalapra vonatkozé kiilonleges szabalyok

5.6.1. A Tarsasag a GDPR (46) preambulum bekezdésére tekintettel az érintett vagy mas
természetes személy létfontossagu érdekére hivatkozd, jelen jogalappal akkor
végez adatkezelést, ha az adott adatkezelés egyéb jogalappal nem végezhetd.

5.6.2. Az elszamoltathatdosag elve miatt a Tarsasag az adatkezelés megkezdése el6tt
kételes megvizsgalni, hogy a személyes adat kezelése megvaldsithaté-e barmely
mas jogalappal.

5.6.3. Ugyancsak az elszamoltathatésag elvébél fakaddéan a Tarsasagnak tudnia kell
bizonyitania a létfontossagu érdek fennalltat.

5.7. A kozérdekii feladatra, mint jogalapra vonatkozé kiilonleges szabalyok

A Tarsasag esetében ez a jogalap nem alkalmazandd, tekintettel arra, hogy a Tarsasag nem
végez olyan tevékenységet, amely a vonatkozé magyar jogszabalyok értelmében
kozfeladatnak minésuil.



5.8.

5.8.1.

5.8.2.

5.8.3.

5.9.

5.9.1.

5.9.2.

5.9.3.

5.9.4.

5.9.5.

5.9.6.

5.9.7.

A jogos érdekre, mint jogalapra vonatkozo6 kiilonleges szabalyok

A Tarsasag a jogos érdek jogalap alkalmazasa esetén az adatkezelés megkezdése
el6tt az érintettek maganszférajanak, érdekeinek és alapvetd jogainak biztositasa
érdekében érdekmérlegelést végez és érdekmérlegelési tesztet készit a jelen
Szabalyzatban irtak szerint [Lasd: 9. pontnal].

A jogos érdek jogalapot a sziikségesség-aranyossag elve alapjan alkalmazza a
Tarsasag, ha az adatkezeléssel elérend6 cél mas jogalappal nem megvaldsithato
és az érintett maganszférajanak korlatozasa aranyban all az elérendé céllal.

Az érdekmérlegelési tesztet az érintett — kérelmére — barmikor megismerheti.

Korulmények, amelyek esetén a Tarsasag személyes adatok kiilonleges
kategériaiba tartoz6 adatokat kezelhet

Az érintett kifejezett hozzajarulasat adta a kllénleges kategdriaba tartozé
személyes adatai egy vagy tdbb konkrét célbdl térténd kezeléséhez, kivéve, ha az
uniés vagy a hatalyos magyar jog ugy rendelkezik, hogy a GDPR 9. cikk (1)
bekezdése szerinti tilalom az érintett hozzajarulasaval sem oldhaté fel.
Munkaviszony esetén a munkavallaléi kilénleges személyes adatok tekintetében
a hozzdjarulas jogalap f6szabaly szerint tilos, egyedileg vizsgalni kell az
adatkezelés céljat és korulményeit, amellyel kapcsolatban az adatvédelmi
tisztvisel6vel egyeztetni szilkséges.

Az adatkezelés a Tarsasagnak vagy az érintettnek a foglalkoztatast, valamint a
szocidlis biztonsagot és szocidlis védelmet szabalyozé jogi elbirasokbdl fakadd
kotelezettségei teljesitése és konkrét jogai gyakorlasa érdekében sziikséges, ha
az érintett alapvetd jogait és érdekeit véd6é megfeleld garanciakrol is rendelkezd
unios vagy hatalyos magyar jog lehetéveé teszi.

Az adatkezelés az érintett vagy mas természetes személy létfontossagu
érdekeinek védelméhez szikséges, ha az érintett fizikai vagy jogi
cselekvbképtelensége folytdn nem képes a hozzajarulasat megadni.

Az adatkezelés olyan személyes adatokra vonatkozik, amelyeket az érintett
kifejezetten nyilvanossagra hozott.

Az adatkezelés jogi igények elGterjesztéséhez, érvényesitéséhez, illetve
védelméhez szikséges.

Az adatkezelés jelent6s kdzérdek miatt szlkséges, unids jog vagy a hatalyos
magyar jog alapjan, amely aranyos az elérni kivant céllal, tiszteletben tartja a
személyes adatok védelméhez valo jog lényeges tartalmat, és az érintett alapvetd
jogainak és érdekeinek biztositasara megfeleld és konkrét intézkedéseket ir eld.

Az adatkezelés megel6z6 egészseéglgyi vagy munkahelyi egészségugyi célokbdl,
a munkavallald6 munkavégzési képességének felmérése, orvosi diagnézis
felallitdsa, egészséglgyi vagy szocialis ellatds vagy kezelés nyujtasa, illetve
egészségugyi vagy szocialis rendszerek és szolgaltatasok iranyitasa érdekében
szlkséges, unidos vagy hatalyos magyar jog alapjan vagy egészségugyi
szakemberrel kotott szerz8dés értelmében, amennyiben az adatok kezelése olyan
szakember altal vagy olyan szakember feleléssége mellett térténik, akire szakmai
titoktartasi kotelezettség hatalya alatt all.
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5.9.8. Az adatkezelés a népegészségugy teriletét érinté kbzérdekbdl szikséges.

5.9.9. Az adatkezelés kdzérdek( archivalas, tudomanyos és toérténelmi kutatasi vagy
statisztikai célbodl szikséges olyan unios vagy hatalyos magyar jog alapjan, amely
aranyos az elérni kivant céllal, tiszteletben tartja a személyes adatok védelméhez
valé jog lényeges tartalmat, és az érintett alapveté jogainak és érdekeinek
biztositasara megfeleld és konkrét intézkedéseket ir el.

5.9.10. Amennyiben a kilénleges személyes adat genetikai, biometrikus vagy
egészseéglgyi adat, ugy tovabbi feltételeket hatarozhat meg a magyar tagallami jog
is, ezért a hatdlyos magyar jog is meghatarozhat az el6z6 bekezdésekben
felsoroltakon tuli feltételeket.

6. AZ ERINTETTEK JOGAI
6.1. Az érintett tajékoztatasa az adatfelvételrél
6.1.1. Az érintett tajékoztatasa [GDPR 13-14. cikk]

6.1.1.1. Abban az esetben, amennyiben az adatkezelés soran a személyes adatokat a
Tarsasag koézvetlendl az érintettél szerzi meg, ugy a személyes adatok
megszerzésenek idépontjaban az alabbiakrél koteles tajékoztatni az érintettet:

a) a Tarsasag pontos megnevezése, elérhetéségei,

b) a Tarsasag adatvédelmi tisztvisel6jének elérhetbsége(i),

c) az adatkezelés célja,

d) az adatkezelés jogalapja,

e) amennyiben az adatkezelés célja a jogos érdek érvényesitése, ugy a
Tarsasag vagy a harmadik fél jogos érdekének megnevezése,

f) amennyiben a Tarsasag a személyes adatokat az adatkezelés soran
harmadik fél szamara atadja, a személyes adatok cimzettjei, illetve a
cimzettek kategoriai,

g) a személyes adatok tarolasanak id6tartama, vagy ha ez nem
lehetséges, ezen idétartam meghatarozasanak szempontjai,

h) a hozzaférési jog gyakorlasanak szabalyai,

i) a helyesbitési jog gyakorlasanak szabalyai,

j) atorlési jog gyakorlasanak szabalyai,

k) az adatkezelés korlatozasara iranyuld jog gyakorlasanak szabalyai,

[) a tiltakozasi jog gyakorlasanak szabalyai,

m) az adathordozhatdsaghoz val6 jog gyakorlasanak szabalyai,

n) ahozzajarulas visszavonasara iranyuld jog gyakorlasanak szabalyai,
amennyiben az adatkezelés jogalapja a hozzajarulas,

o) a NAIH-hoz cimzett panasz benyujtasanak jogarol;

p) annak ténye, hogy a személyes adat szolgaltatasa jogszabalyon,
szerz6déses kotelezettségen alapul vagy szerz6dés kotésének
el6feltétele és az érintett koteles-e a személyes adatokat megadni,
valamint a lehetséges kovetkezmények, amennyiben az érintett
személyes adatait nem adja meg.

6.1.1.2. Amennyiben az érintett mar rendelkezik a GDPR 13. cikk, illetve 14. cikk szerinti
informaciokkal, ugy 6t a Tarsasagnak nem kell kulon tajékoztatni az
adatkezelés jelen Szabalyzat 6.1.1.1. pontjaban felsorolt kdraiményeirdl.

6.1.1.3. Az érintetti tdjékoztatast az adatfelvétel sordn a Tarsasag elsésorban irasos
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adatkezelési tajékoztatasokkal valositia meg. Ezen tajékoztatasokat a
Tarsasag minden olyan esetben az érintett tudomasara hozza, amikor az
érintettet tajékoztatnia kell az adatkezelésrél.

6.1.1.4. Az adatkezelési tajéekoztatas érintett tudomasara hozatalanak szabalyai:

a) A tajékoztatasnak minden esetben az adatkezelés megkezdése elétt az
érintett szamara megismerhetének kell lennie,

b) minden olyan folyamat soran, amikor az adat felvétele papiralapon torténik,
az adat felvételének helyén elérhetének kell lennie az adott tajékoztaténak,

c) minden olyan folyamat soran, amikor az adat felvétele technikai eszkdz
utjan torténik (pl.: interneten keresztlil mobileszkéz, vagy laptop
hasznalataval), a technikai eszk6z segitségével elérhetének kell lennie a
tajékoztatonak,

d) az adatkezelési tajékoztatonak elérhetbnek kell lennie a Tarsasag
honlapjan, az érintett elézetes tajékoztatasa érdekében,

e) az adatkezelési tajékoztatast ugy kell nyilvanossagra hozni, hogy a
Tarsasag minden esetben bizonyitani tudja, hogy az érintett azokat az
adatkezelés megkezdése el6tt megismerhette (igy kuléndsen online
fellleten torténé adatfelvétel esetén egy un. ,check box” segitségével
nyilatkoztatjia a Tarsasag az érintettet, hogy az adatkezelés szabalyait
megismerte, elolvasta és azokat elfogadta. (Check-box egy jeldl6 négyzet,
amelybe val6é kattintas utjan hatarozott cselekvéssel tudja az érintett
kifejezni a megismerésre vonatkozo elfogadé szandékat.).

f) Az adatkezelési tdjékoztatasok az adatkezelési nyilvantartas
elvalaszthatatlan részét képezik.

6.1.1.5. Amennyiben a Tarsasag az adatkezelési tajékoztatét nyilvanossagra hozza,

6.2.

6.2.1.

6.2.2.

6.2.3.

6.2.4.

ugy vélelmezi, hogy az érintett azt megismerte és tudomasul vette a ra
vonatkoz6 adatkezeléssel kapcsolatos tajékoztatast.

Az érintett jogainak érvényesitése

A GDPR 15-21. cikkei szerint az érintett az alabbi jogérvényesitési lehetéségekkel
élhet a Tarsasag adatkezelései soran:

a) az érintett tajékoztatast kérhet a személyes adatai kezelésérdl,
b) az érintett kérheti a személyes adatainak helyesbitését,

c) az érintett kérheti a személyes adatainak torlését,

d) az érintett kérheti a személyes adatai kezelésének korlatozasat,
e) az érintett tiltakozhat személyes adatai kezelése ellen,

f) az érintett élhet az adathordozhatésaghoz valé jogaval.

A Tarsasag torekszik arra, hogy az altala az érintettnek adott tajékoztatas minden
esetben a GDPR altal meghatarozott szabalyok teljesitése mellett is a
lehetéségekhez mérten tomar, atlathatd, érthetd, kdnnyen hozzaférhetd, vilagos és
kozeérthett legyen.

A Tarsasag az érintettnek adott minden tajékoztatast f6szabaly szerint irasban tesz

meg, ideértve az elektronikus utat is.

A Tarsasag nem fogadja el a személyazonositas telefonos uton torténd egyetlen
formajat sem, igy az érintett telefonon nem kezdeményezheti a jogainak
érvényesitését.
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6.2.5.

6.2.6.

6.2.7.

6.2.8.

6.2.9.

6.2.10.

6.2.11.

6.2.12.

6.3.

6.3.1.

Amennyiben szb6beli kérelem alapjan a szobeli tajékoztatas nem Utkdzik akadalyba,
ugy a Tarsasag a szobeli tajékoztatast azonnal megadja. Amennyiben az azonnali
szobeli tajékoztatas nem teljesithetd, vagy az érintett irasban kéri a valaszt, ugy a
Tarsasag indokolatlan késedelem nélkul, de legkésébb a kérelem beérkezésétdl
szamitott egy honapon belll irasban tajékoztatja az érintettet a jogai gyakorlasaval
kapcsolatos kérelmében foglaltakrol.

A kérelem beérkezésének az szamit, ha az igényt az érintett:

a) személyesen, széban, az arra jogosult Tarsasag kijeldlt munkavallaléjanal
benyuijtja,
b) az irasba foglalt igény a Tarsasag hivatalos elérhetéségére megérkezik.

A kérelemre a valaszadast a Tarsasag legfeliebb tovabbi két honappal
meghosszabbitja, amennyiben a kérelem dsszetettsége vagy az aktualisan kezelt
kérelmek szama azt indokolja.

A hataridé6 meghosszabbitasarol a késedelem okainak megjel6lésével a kérelem
kézhezvételétdl szamitott egy hdnapon belll, irasban (beleértve az elektronikus
utat is) tajékoztatja az érintettet.

Amennyiben a Tarsasag nem intézkedik az érintett kérelmére, ugy az érintett
jogorvoslati jogaval élhet a Tarsasaggal szemben.

A Tarsasag a tajékoztatast és a kérelemre tett intézkedéseket (pl.: adathelyesbités,
adattorlés stb.) dijmentesen végzi.

Az érintett részére a tajékoztatds megadasaért és a kérelem szerinti adatvédelmi
intézkedés megtételéért a Tarsasag adatvédelmi tisztvisel§je felel6s, aki a kérelem
szerinti adatot kezel6 munkatarstdl e feladat ellatasa érdekében informaciok,
dokumentumok megkuldését kérheti, amelyet a cimzett kbteles teljesiteni.

A kérelemre a valaszt az érintettnek az adatvédelmi tisztvisel6 kuldi meg, valamint
a kérelem alapjan teljesitendd intézkedések adatvédelmi elbirdsok szerinti
elvégzését is az adatvédelmi tisztviseld latja el.

Az érintett tajékoztatasa a ra vonatkozé adatkezelésrél (,,hozzaférés”)

Amennyiben az érintett a GDPR 15. cikke szerinti hozzaférési jogaval kivan élni,
ugy a Tarsasag az alabbiakrol tajékoztatja:

a) az adatkezelés célja vagy céljai,

b) az érintett személyes adatok kategoriai,

c) azon cimzettek vagy cimzettek kategoriai, akikkel, illetve amelyekkel a
személyes adatokat a Tarsasag mar kézolte vagy a jovében kdzoélni fogja,

d) a személyes adatok tarolasanak tervezett id6tartama, vagy ha ez nem
lehetséges, ezen id6tartam meghatarozasanak szempontjai,

e) a helyesbitési jog gyakorlasanak szabalyai,

f) atorlési jog gyakorlasanak szabalyai,

g) az adatkezelés korlatozasara iranyuld jog gyakorlasanak szabalyai,

h) a tiltakozasi jog gyakorlasanak szabalyai,

i) a NAIH-hoz val6é panasz benyujtasanak joga,

j) abirésaghoz fordulas joga,

k) ha aszemélyes adatok forrasa nem az érintett, a forrasra vonatkozé minden
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6.3.2.

6.3.3.

6.4.

6.4.1.

6.4.2.

6.5.

6.5.1.

6.5.2.

6.5.3.

elérhet6 informacio,

[) amennyiben az adatkezelés automatizalt dontéshozatalon alapszik, ugy
ennek ténye, valamint az alkalmazott logikara és arra vonatkozo érthetd
informaciok.

A Tarsasag ezen tajékoztatas soran az adatkezelés targyat képezé személyes
adatok masolatat az érintett kérelmére az érintett rendelkezésére bocsatja kivéve,
ha ez hatranyosan érintheti masok jogait és szabadsagait.

Telefonos Uton a Tarsasag egyetlen munkatarsa sem ad tajékoztatast a Tarsasag
altal kezelt konkrét személyes adatrol.

Az érintett helyesbitéshez valé joga

Amennyiben az érintett személyes adatanak helyesbitését kéri és nem all
rendelkezésre az a személyes adat, amelyre a mar kezelt adatot helyesbiteni kell,
errél az érintettet tajékoztatni kell.

Amennyiben az érintett személyes adatanak helyesbitését kéri és a személyes
adat rendelkezésre all, a Tarsasag a személyes adatot helyesbiti és azzal
egyidében irasban tajékoztatja az érintettet a helyesbités tényérdl és idépontjardl.

Az érintett torléshez valo joga

A Tarsasag az altala kezelt személyes adatot késedelem nélkil térli, amennyiben
az alabbi feltételek egyike megvalosul:

a) a személyes adatokra mar nincs szikség abbdl a célbdl, amelybdl azt a
Tarsasag kezeli,

b) az adatkezelés jogalapja az érintett hozzajarulasa és ezt a hozzajarulasat
az érintett a jelen Szabalyzatban meghatarozottak szerint visszavonja,

c) az érintett tiltakozik az adatkezelés ellen és az adatkezelésnek nincs mas
jogalapja,

d) a Tarsasag tudomasara jut, hogy a személyes adat kezelése jogellenes,

e) Uniods vagy hatalyos magyar jogban elGirt jogi kdtelezettség ugy teljesithet6,
ha a Tarsasag a személyes adatot térli,

f) a személyes adat kezelése kdzvetlenll gyermekeknek kinalt, informacios
tarsadalommal 06sszefliggd szolgaltatasok vonatkozasaban tortént, a
hozzajarulast maga a 16. életévét mar betoltdtt gyermek vagy 16. életévét
be nem toltétt gyermek feletti szul6i felligyeletet gyakorld adta meg és ezt a
hozzajarulasat az érintett (vagy amennyiben ennek id6épontjaban 16.
életévét tovabbra sem toltotte be, ugy a felette szulbi felugyeletet gyakorlo
személy) a jelen Szabalyzatban meghatarozottak szerint visszavonja.

A személyes adatot a Tarsasag olyan médon torli, hogy helyredllitdsa tobbé ne
legyen lehetséges. Amennyiben a személyes adat a személyes adatot hordozo
adathordozordl nem torolhetd, a Tarsasag a személyes adat adathordozojat
koteles megsemmisiteni.

A személyes adat torlésére vagy az adathordoz6 megsemmisitésre az alabbi
szabalyok koézul a felsorolasban elébb szerepld szabalyt kell alkalmazni.
Amennyiben az alkalmazandd szabaly az adott személyes adatra nézve nem
értelmezhet6, a felsorolasban soron kdvetkezé szabalyt kell alkalmazni:

a) a személyes adat kezelésének megsziintetésére vonatkozé koételezé
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6.6.

6.6.1.

6.6.2.

6.6.3.

6.6.4.

6.6.5.

6.7.

6.7.1.

6.7.2.

jogszabalyi elbiras;

b) a Tarsasag mindenkor hatalyos, az Iratkezelés rendjérél szolo
szabalyozasanak a személyes adatot hordozd papiralapu dokumentum
megsemmisitésére vonatkozo eléiras (amennyiben a megsemmisiteni
kivant adat tekintetében értelmezhetd),

c) ajelen szabalyzat szerinti adattorlési, vagy adatmegsemmisitési szabalyok.

Az adatkezelés korlatozasahoz fiiz6do érintetti jog

Az érintett kérelmezheti ra vonatkozéan a Tarsasag altal tarolt személyes adatok
megjeldlését jovébeli kezelésuk korlatozasa céljabal.

A Tarsasag az érintett kérelmére akkor korlatozza az adatkezelést, amennyiben az
alabbi feltételek egyike fennall:

a) az érintett kérelmében vitatia a ra vonatkozd személyes adatok
pontossagat, ebben az esetben a korlatozas arra az idétartamra vonatkozik,
ameddig a Tarsasdg ellenérzi a személyes adatok pontossagat,

b) az adatkezelés jogellenes, de az érintett ellenzi az adatok torlését, és
ehelyett kéri azok felhasznalasanak korlatozasat,

c) bar a Tarsasagnak az adatkezelés megkezdése el6tt meghatarozott cél
eléréséhez mar nincs sziiksége a személyes adat kezelésére, de az érintett
kérelmében igényli azokat jogi igények elbterjesztéséhez, érvényesitéséhez
vagy védelméhez,

d) az érintett tiltakozik a koézérdekl feladat végrehajtasahoz sziikséges
jogalappal [GDPR 6. cikk (1) bek. e) pont], illetve a Tarsasag sajat vagy egy
harmadik fél jogos érdekének érvényesitése jogalappal [GDPR 6. cikk (1)
bek. f) pont] kezelt személyes adat kezelése ellen, ebben az esetben a
korlatozas arra az idétartamra vonatkozik, amig megallapitasra nem kerdl,
hogy a Tarsasag jogos indokai els6bbséget élveznek-e az érintett jogos
indokaival szemben.

Amennyiben a személyes adat kezelését korlatozza a Tarsasag, ugy a korlatozas
idétartama soran csak az érintett hozzajarulasaval vagy jogi igények
el6terjesztéséhez, érvényesitéséhez vagy védelméhez, mas természetes vagy jogi
személy jogainak védelme érdekében, vagy az Unié, illetve a valamely tagallam
fontos kdzérdekébdl szabad kezelni.

Az adatkezelési korlatozas nem vonatkozik az adat tarolasara, mint adatkezelési
mdveletre, azt a korlatozas alatt is koteles megtenni a Tarsasag.

Amennyiben az adatkezelés korlatozasat a Tarsasag feloldja, a korlatozas
feloldasa el6tt legkésébb harom (3) munkanappal kordbban a Kkorlatozas
feloldasanak tényérdl irasban tajékoztatja azt az érintettet, akinek a kérésére a
korlatozas megtortént.

Tiltakozas a személyes adat kezelése ellen

Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbdl barmikor
tiltakozzon személyes adatainak a Tarsasag jogos érdekének érvényesitése
jogalapon [GDPR 6. cikk (1) bekezdés f) pont] alapuld kezelése ellen.

A Tarsasag a tiltakozas esetén megvizsgalja, hogy az adatkezelést olyan
kényszerité ereji jogos okok indokoljak-e, amelyek els6bbséget élveznek az
érintett érdekeivel, jogaival és szabadsagaival szemben, vagy amelyek jogi igények
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6.8.

6.8.1.

6.8.2.

6.8.3.

6.8.4.

6.9.

6.9.1.

6.9.2.

el6terjesztéséhez,  érvényesitéséhez vagy védelméhez  kapcsoldédnak.
Amennyiben a Tarsasag a vizsgalata soran megallapitja, hogy ilyen okok nem
allnak fenn, a tiltakozassal érintett személyes adatot nem kezeli tovabb.
Amennyiben az kerll megallapitasra, hogy ezek az okok fennallnak, ugy a
Tarsasag a személyes adatot tovabbra is kezeli.

Az adathordozhatésaghoz valé érintetti jog gyakorlasa

Amennyiben az adatkezelés jogalapja az érintett hozzajarulasa, ugy az érintett
jogosult arra, hogy az altala a Tarsasag részére atadott személyes adatokat tagolt,
széles korben hasznalt, géppel olvashaté formatumban megkapja.

A Tarsasag az ennek vald megfelelést elsésorban .xml, .csv vagy .doc
formatumban teljesiti, a kérelemmel érintett személyes adatok jellegétdl fliggben.

Az érintett kérelmezheti tovabba a Tarsasagtél, hogy az altala kezelt személyes
adatokat a Tarsasag egy masik, az érintett altal egyértelmlen megjeldlt
adatkezel6nek tovabbitsa.

Az adathordozhatdésaghoz vald jog nem illeti meg az érintettet, ha az adatkezelés
kozérdeki( vagy az adatkezelbre ruhazott kdzhatalmi jogositvanyai gyakorlasanak
keretében végzett feladat végrehajtasahoz szikséges, valamint, ha ez a jog
hatranyosan érintené masok jogait és szabadsagait.

Jogorvoslat

Az érintett a GDPR 77. cikk (1) bekezdése alapjan a Tarsasag adatkezelési
eljarasaval kapcsolatos panasszal a Nemzeti Adatvédelmi és Informacioszabadsag
Hatésaghoz (NAIH) fordulhat.

Az érintett a GDPR 79. cikk (1) bekezdése szerint a Tarsasag adatkezelési
eljarasaval kapcsolatos jogsértés miatt a lakdhelye vagy tartézkodasi helye szerinti
Torvényszékhez fordulhat.

7. Erdekmérlegelés és az érdekmérlegelési teszt elvégzése

7.1.

71.1.

Az Adatkezeld vagy egy harmadik fél jogos érdeke jogalappal [GDPR 6. cikk (1) bekezdés f)
pont] térténd adatkezelés megkezdése elbtt a Tarsasagnak az érintettek maganszférajanak,
érdekeinek és alapvetd jogainak biztositasa érdekében érdekmérlegelési teszt elvégzése utjan
kell megallapitania, hogy az altala tervezett adatkezelés szilkséges-e és aranyos-e, tovabba
az érintett maganszférajanak korlatozasa aranyban all-e a Tarsasag altal az adatkezeléssel
elérend6 céllal.

Erdekmérlegelési teszt tartalmi elemei, készitésére vonatkozé elirasok

Az érdekmérlegelési tesztnek legalabb az alabbiakra kell kiterjednie, az itt irt
sorrendben:

a) az adatkezel6 megnevezése,

b) az adatkezelés megnevezés,

c) amennyiben az adatkezelés mar zajlik, ugy az adatvédelmi nyilvantartas
szerinti sorszama,

d) az érdekmérlegelési teszt elvégzésének datuma és az elvégzé neve,
beosztasa,
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e) az adatkezelés folyamatanak és az elérend6 cél bemutatasa,

f) azon személy azonositasa, akinek a jogos érdeke miatt az adatkezelés
torténne,

g) az adatkezelés céljahoz fiz6d6 jogos érdek bemutatasa,

h) az adatkezelés szlikségességének vizsgalata,

i) annak vizsgalata, hogy az adatkezelés mas jogalappal végezhet6-e,

j) az adattakarékossag elvének valé megfelelés vizsgalata,

k) az adatkezelés végzésének érintettre gyakorolt lehetséges hatasa,

I) az adatkezelésbe épitett garanciak.

Az érdekmérlegelési teszt annak elvégzéje altal tovabbi barmilyen szemponttal
bévithetd.

7.1.2. Amennyiben az érdekmérlegelési teszt eredményeként a Tarsasag megallapitja,
hogy az adatkezeléssel érintett jogos érdekkel szemben elsébbséget élveznek az
érintett érdekei és alapvetd jogai, ugy a GDPR 6. cikk (1) bekezdés f) pont szerinti
jogos érdek adatkezelési jogalapot nem alkalmazza. Mivel a személyes adatok
kulonleges kategériaiba tartozé személyes adatok kezelésének jogalapja nem
lehet a jogos érdek, igy ezen adatok tekintetében az érdekmérlegelési teszt
alkalmazasa fogalmilag kizart.

7.1.3. Az érdekmérlegelési teszt készitésénél a Tarsasag altal alkalmazott segédletet
jelen Szabalyzat 2. sz. melléklete tartalmazza.

7.1.4. Az érdekmérlegelési tesztet az adatkezelést bevezetd terulet késziti el jelen
Szabalyzat 2. sz. melléklete alapjan, az adatvédelmi tisztvisel6vel egyuttmikodve.

7.1.5. Erdekmérlegelési teszt készitésére olyan, Ujonnan bevezetésre keriild adatkezelés
esetében kerll sor, amelynek jogalapja a jogos érdek lesz. Az adatkezelés
bevezetése el6tt a Tarsasag mérlegeli, hogy szilkséges-e elbzetes
hatasvizsgalatot is lefolytatni a GDPR 35. cikke szerint, illetve, hogy az adatkezelés
bevezetése el6tt szikséges-e a hatdsaggal konzultalni, illetve az adatkezelés
bevezethet6-e. Az elézetes hatasvizsgalat szabalyait jelen Szabalyzat és a 3. sz.
melléklet tartalmazza.

8. A TARSASAG ADATVEDELMI RENDSZERE

A Tarsasag kizarélag a hatalyos jogszabalyok rendelkezései alapjan végez adatkezelést. A
Tarsasag személyes adatot kizardlag a GDPR 6. cikke szerinti valamely jogalapra figyelemmel
kezel.

A Tarsasag fészabaly szerint kildnleges személyes adatot - a GDPR 9. cikk (1) bekezdése
szerinti tilalomra tekintettel - nem kezel. Amennyiben a Tarsasag kilénleges személyes adatot
kivan kezelni, igy minden esetben megvizsgalja, az adatkezelés adatai k6zott egyértelmien
megjeldli és az érintettek tudomasara hozza, hogy mi az a feltétel, amely a Tarsasagot
mentesiti az adatkezelési tilalom aldl. llyen feltételt a GDPR 9. cikk (2) bekezdése vagy a 9.
cikk (4) bekezdése alapjan tagallami jog el8irasa tartalmazhat.

A Tarsasag csak ugy folytat adatkezelést, hogy az minden szakaszaban megfelel az
adatkezelés céljanak.

A Tarsasag a jelen Szabalyzat rendelkezései szerint elkészitett adatkezelési tajékoztatd

alkalmazasaval minden esetben koézli az érintettel az adatkezelés céljat, az adatkezelés
jogalapjat, valamint az adatkezeléssel kapcsolatos, a GDPR 13-14. cikkeiben meghatarozott
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tényeket. A tajékoztatd alkalmazasa (kdzlése) az adatkezelés jellegére tekintettel barmilyen
olyan médon megtorténhet, amely megvalositja az érintett megfelel§ tajékoztatasat és a
GDPR 13-14. cikkeiben foglalt hatarid6 betartasara is alkalmas.

A Tarsasag munkaszervezési, fizikai, informatikai és jogosultsagkezelési eszkdzokkel
gondoskodik arrdl, hogy illetéktelen személyek a személyes adatokat ne ismerhessék meg,
azokhoz ne férhessenek hozza.

A Tarsasag munkatarsai €s az adatkezelésben résztvevd, annak valamely miveletét végz6
szervezetek munkatarsai és megbizottjai (alvallalkozo6i) kotelesek az adatkezelés soran
megismert személyes adatokat titokként megdérizni.

8.1. A személyes adatokkal kapcsolatos titoktartasi szabalyok

A személyes adatok egyetlen része vagy toredéke sem tehetd kdzzé, nem bocsathato
rendelkezésre vagy nem tarhato fel semmilyen médon harmadik személy elétt, kivéve, ha a
személyes adat kézérdekbdl nyilvanos adatként torténd nyilvanossagra hozatalat, feltarast,
avagy rendelkezésre bocsatasat jogszabaly irja elb.

A Tarsasag munkavallaloi kotelesek megtenni azokat az észszeri intézkedéseket, amelyek
kizarjak a lehet6ségét, hogy a széban elhangzott, papiralapon vagy elektronikus formatumban
rogzitett személyes adatot barmely harmadik személy jogosulatlanul megismerije.

Személyes adatrél papiralapu vagy elektronikus masolat csak abban az esetben készithetd,
ha azt az adatkezelés folyamata szikségessé teszi vagy azt jogszabaly elbirja.

Ha a Tarsasag valamely munkavallaléja jelen szabélyzatban foglaltakat megszegi, ezért — a
Tarsasag és kozte lévé jogviszony jellegétél fliggd — felelésséggel tartozik.

a) Ha a szabalyzatot a Tarsasaggal munkaviszonyban allé személy szegi meg és ezzel
a Tarsasagnak/érintettnek/harmadik személynek kart okoz, ugy a munkaviszony
ellatasara vonatkozé altalanos — a Munka Torvénykonyve szerinti, avagy specialis
jogszabaly — munkaviszonybdl szarmazo kotelezettségének megszegésével okozott
karra vonatkozo6 szabalyok szerint felel.

b) Ha a szabalyzatot a Tarsasaggal egyéb jogviszonyban allé személy szegi meg és
ezzel a Tarsasagnak/az érintettnek/harmadik személynek kart okoz, ugy — a
Tarsasaggal fennall6 jogviszonya fliggvényében - a Ptk. szerz8désszegéssel okozott
karokeért, vagy szerzddésen kivili karokozasért valo felelésségre vonatkozd szabalyai
szerint felel.

8.2. Altalanos alapelvek, eléirasok

A Tarsasag Ugyvezetbje jelen Szabdlyzatban hatarozza meg az adatvédelmi elGirasok
megvalositasahoz szukséges feladat- és hataskoroket.

Jelen Szabalyzatban elbirtak betartatasaért a Tarsasag minden munkavallaléja felel6s.
Minden munkavallalé koteles gondoskodni arrdl, hogy jogosulatlan személyek ne
tekinthessenek be személyes adatokba, tovabba arrdl, hogy a személyes adat tarolasa,
elhelyezése ugy kerlljon kialakitasra, hogy az jogosulatlan személy részére ne legyen
hozzaférhetd, megismerhet, megvaltoztathatd, megsemmisithetd.

8.3. Adatvédelmi tisztvisel6
A Tarsasag adatvédelmi rendszerének felligyeletét a vezetd tisztségviseld latja el, az altala

kijelolt adatvedelmi tisztviseld atjan.

18



Az adatvéde

Imi tisztvisel® az informaciés dnrendelkezési jog biztositasa soran kézvetlendl a

Tarsasag vezetd tisztségviselbjének tartozik beszamolasi kotelezettséggel, feladatai ellatasa
soran utasitast senkitdl sem koteles elfogadni, ezen feladatai ellatasaval dsszefliggésben nem
bocsathato el és szankciéval nem sujthato.

A Tarsasag

az adatvédelmi tisztvisel nevét, postai és elektronikus levélcimét kbzzéteszi

honlapjan, valamint bejelenti ezen adatokat a NAIH részére.

831. A

Tarsasag vezetdé tisztségviseldjének adatvédelemmel kapcsolatos

feladatai:

a) felelés az érintettek GDPR-ban meghatarozott jogainak gyakorlasahoz
szlkséges feltételek biztositasaért;

b) felel6s a Tarsasag altal kezelt személyes adatok védelméhez sziikséges
személyi, targyi és technikai feltételek biztositasaért;

c) felelés az adatkezelésre iranyuld ellenérzés soran esetlegesen feltart
hianyossagok vagy jogszabalysértd korulmények megsziuntetéséert, a
személyi felelésség megallapitdsahoz szlkséges eljaras
kezdeményezéséert, illetve lefolytatasaert;

d) feligyeli az adatvédelmi tisztviseld tevékenységét;

e) biztositia az adatvédelmi tisztvisel6 részére a feladat ellatasahoz
szlkséges forrasokat;

f) vizsgalatot rendelhet el

g) kiadja a Tarsasag adatvédelemmel kapcsolatos belsd szabalyait.

8.3.2. Az adatvédelmi tisztvisel6 adatvédelemmel kapcsolatos feladatai:

a) segitséget nyujt az érintett jogainak biztositasaban;

b) minden év marcius 31-ig jelentést készit a vezetd tisztségviselb részére a
Tarsasag adatvédelmi feladatainak végrehajtasardl;

C) jogosult jelen szabalyzat betartasat az egyes szervezeti egységeknél
ellendrizni;

d) vezeti az adatkezelési nyilvantartast;

e) részt vesz a NAIH altal szervezett adatvédelmi tisztvisel6k konferencigjan;

f) figyelemmel Kkiséri az adatvédelemmel és informacidszabadsaggal
kapcsolatos jogszabalyvaltozasokat, NAIH iranymutatasokat és adatkezelési
gyakorlatot; ezek alapjan indokolt esetben kezdeményezi jelen szabalyzat
modositasat;

g) kézremikodik a NAIH-t6l a Tarsasaghoz érkezett megkeresések
megvalaszolasaban és a NAIH altal kezdeményezett vizsgalat, illetve
adatvédelmi hatésagi eljaras soran;

h) altalanos allasfoglalas megadasa céljabol megkeresést fogalmaz meg a NAIH
felé, amennyiben egy felmerult adatvédelmi kérdés jogértelmezés utjan
egyértelmien nem valaszolhaté meg;

i) tajékoztatast és szakmai tanacsot ad a Tarsasag adatvédelmi
jogszabalyokban eldirt kotelezettségeinek ellatasaval kapcsolatban;

j) ellendrzi az adatvédelmi jogszabalyoknak, valamint a Tarsasag belsd
szabalyzatainak valé megfelelést, ideértve a feladatkordk kijelolését, az
adatkezelési miveletekben résztvevé személyek tudatossag-novelését és
képzését, valamint a kapcsoldédo auditokat is;

k) kérésre szakmai tanacsot ad az adatvédelmi hatasvizsgalatra vonatkozoan,
valamint nyomon koveti a hatasvizsgalat elvégzéseét;
egyuttmikodik a NAIH-hal;
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m)az adatkezeléssel 6sszefiiggd ligyekben kapcsolattartoként szolgal a NAIH

felé, valamint barmely egyéb kérdésben konzultaciot folytat a Hatésaggal.
kivizsgalja a hozza érkezett bejelentéseket, jogosulatlan adatkezelés vagy
annak veszélyének észlelése esetén annak megsziintetésére hivja fel az
adatfeldolgozdt,

javaslatot tesz a szlikséges intézkedésekre az ellen6rzés tapasztalatai és az
adatvédelmi eldirasok megszegésérdl készilt jegyzékodnyvek alapjan,
felugyeli a kils6 szervezetekt6l érkez6 személyes adatokat érint6
megkereseések teljesitését,

szlkség esetén felvilagositast nydjt a Tarsasag munkavallaldinak az
adatvédelmi kérdésekben,

véleményezi az adatvedelmi kérdést érintd tarsasagi szabalyozasokat,

ellatia a jogszabalyok altal raruhazott adatvédelemmel kapcsolatos
feladatokat.

Az adatvédelmi tisztvisel6 csak a szamara tudomasara hozott Ggyekben tud tamogatast és
szakértbi segitséget nyujtani. Az adatvédelmi tisztvisel bevonasa nélkil végzett adatkezelési
miveletek tekintetében minden munkavallalé sajat maga felel az altala végrehajtott

feladatokért.

8.3.3. Az adatkezelésben érintett munkavallalok

a)
b)

kotelesek jelen Szabalyzat el6irasai szerint kezelni a személyes adatokat,
felelések feladatkérikben eljarva a személyes adatokon a végrehaijtott
miveletekért (gydijtés, rogzités, rendszerezés, tagolas, tarolas, atalakitas,
megvaltoztatas, lekérdezés, betekintés, felhasznalas, kozlés-tovabbitas,
terjesztés, hozzaférhetbvé tétel, 6sszehangolas, 6sszekapcsolas, korlatozas,
torlés, megsemmisités), valamint az adatok kezelésének pontos és kbvethetd
dokumentalasaért,

amennyiben szikséges, el6zetesen egyeztetnek a felettesikkel és az
adatvédelmi tisztviselbvel a személyes adatok kezelését érintd tgyekben,

a tudomasukra jutott adatkezeléssel kapcsolatos jogsértésekrdl
haladéktalanul tajékoztatjak a felettesiuket, valamint az adatvédelmi
tisztvisel6t,

a Tarsasag adatkezelést végz6 munkavallaléja a nap folyaman csak ugy
hagyhatja el az olyan helyiséget, ahol adatkezelés zajlik, hogy a ra bizott
adathordozokat elzarja, vagy az irodat bezarja,

a Tarsasag valamennyi munkavallaldja koteles a munkaallomas elhagyasakor
a szamitogeép kijelzdjét lezarni az illetéktelen hozzaférés érdekében,

a Tarsasag adatkezelést végz6é munkavallaléja a munkavégzés befejeztével
a papiralapu adathordozot elzarja, amennyiben a papiralapon kezelt
személyes adatok digitalizalasra kerilnek, a digitdlisan tarolt
dokumentumokra irdnyadd biztonsagi szabalyok vonatkoznak, kilonds
tekintettel a Tarsasag Informatikai Biztonsagi Szabalyzatara,

a munkavallalé koételes a munkavégzés helyének elhagyasa soran a
szamitogép képernydjének lezarasaval, az adathordozdk titkositasaval,
valamint szukség esetén a személyes adatok elektronikus kuldése soran a
személyes adat klldésének megalapozottsaganak és jogszeriségének
vizsgalataval védeni a személyes adatokat.

9. ADATVEDELMI INCIDENS

9.1. Adatvédelmi incidens észlelése és jelentése

9.1.1. Adatvédelmi incidens bekovetkezése

20



Az adatvédelmi incidens barmilyen, személyes adatra vonatkozé behatas, amely soran az
adat olyan személyekhez, szervezetekhez kertil, vagy nyilvanossagra kertl, akik/amelyek nem
jogosultak megismerni, ezaltal az érintettek jogainak sérelmével jarhat az incidens soran
elvesz®, avagy nyilvanossagra keruld adat.

Az adatvédelmi incidens megjelenési formai:

személyes adatok(hoz):

a) Véletlen vagy jogellenes hozzaférés,
b) megvaltoztatas,

c) kozlés,

d) todrlés,

e) megsemmisités.

Az adatvédelmi incidens tipusai:

a) Bizalmassagi incidens: személyes adatok véletlen vagy felhatalmazas
nélkilikozlése vagy az ezekhez valo hozzaféreés.

b) Sértetlenséggel kapcsolatos incidens: személyes adatok véletlen vagy jogtalan
megvaltoztatasa.

C) Hozzaférhetéséggel kapcsolatos incidens: személyes adatok véletlen vagy
jogtalan megsemmisitése vagy ezek elvesztése.

9.1.2. Adatvédelmi incidens észlelése és bejelentése a Tarsasagon kiviili személy
altal

A Tarsasagon kivili személy az altala észlelt adatvédelmi incidenst kizardlag irasban
(beleértve az elektronikus utat is) jelentheti be a Tarsasag hivatalos elérhetségein.

Incidensbejelentés olyan beadvany benyujtasaval tehetd, amely tartalmazza legalabb a
bejelent6 nevét és elérhet6ségét, az incidens megtorténtének helyét, idejét és az azt
megvalositd magatartas leirasat, valamint az incidens elkdvetésével kapcsolatos allitasokat
alatamaszto tényeket és bizonyitékokat.

Az incidens megtorténtének Tarsasagon kivuli észlelése és Tarsasagnak tortént bejelentése
esetén az adatvédelmi tisztvisel6 felé torténd bejelentés megtételéért annak a szervezeti
egységnek a vezet6je felel, amely szervezeti egységnél az adatvédelmi incidens a kulsé
személy bejelentette.

9.1.3. Adatvédelmi incidens észlelése és bejelentése a Tarsasag munkavallaléja
altal

A Tarsasag minden munkatarsa koételes a tudomasara jutott adatvédelmi incidenst
haladéktalanul bejelenteni az adatvédelmi tisztviseldnek. A bejelentésnek legalabb az alabbi
adatokat kell tartalmaznia:

a) az ,Adatvédelmi incidens” megjeldlést,

b) az adatvédelmi incidenst észleld személy neve,

c) amennyiben az adatvédelmi incidenst észleld és bejelentd személy nem azonos, ugy
az adatvédelmi incidenst bejelent6 személy nevét is,

d) az adatvédelmi incidens rdvid leirasat,

e) az adatvédelmi incidens altal okozott hatrany megszintetésére, csokkentésére, vagy
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jovBbeni megelbzésére tett és megtenni javasolt intézkedés leirasat, valamint
f) annak tényét, hogy az észlelt adatvédelmi incidens érinti-e a Tarsasag informatikai
rendszerét vagy sem.

Az adatvédelmi incidens adatvédelmi tisztviselének vald jelentésének bizonyithaté modon kell
megtorténnie, ezért a Tarsasag az adatvédelmi incidensek Tarsasagi munkavallalok altali
bejelentésére formanyomtatvanyt rendszeresit (4. szamu melléklet). A bejelentést a
formanyomtatvany megfelel6 kitoltésével, datumozasaval, alairasaval és iktatasaval kell
megkuldeni az adatvédelmi tisztvisel6nek.

Amennyiben az adatvédelmi incidens érinti a Tarsasag informatikai rendszerét is, akkor a
bejelentést a Tarsasag informatikaért felelés szervezetének/személyének is meg kell kuldeni.

Az incidens megtorténtének tarsasagon bellli észlelése esetén az adatvédelmi tisztviseld felé
torténé bejelentés megtételéért annak a szervezeti egységnek a vezetbje felel, amely
szervezeti egységnél az adatvédelmi incidens bekovetkezett.

9.2. Adatvédelmi incidens el6ézetes kivizsgalasa, helyesbit6-megel6z6
intézkedések

A bejelentés beérkezését kdvetben az adatvédelmi tisztviseld haladéktalanul megvizsgalja a
bejelentést abbdl a szempontbdl, hogy a bejelentés targya szerint valdban incidens
bejelentésnek mindsil-e és megfelel-e az incidens bejelentés jelen Szabalyzatban
meghatarozott kdvetelményeinek. Ennek soran — amennyiben szukséges — a bejelent6tol,
illetve munkavallaléitol tovabbi el6zetes adatokat kérhet az incidensre vonatkozoéan
(hidnypdtlas). Az elbzetes kivizsgalas soran az adatvédelmi tisztvisel6 az incidenssel érintett
terlletet felhivhatja el6zetes intézkedések megtételére a kockazatok azonnali csdkkentése,
megszintetése érdekében.

Amennyiben a bejelentésbdl az allapithaté meg, hogy az adatvédelmi incidens valdszinlleg
érinti a Tarsasag informatikai rendszerét is, ugy az adatvédelmi tisztvisel6 az adatvédelmi
incidens kivizsgalasaba haladéktalanul bevonja a Tarsasag informatikai feladatait ellatd
munkatarsat is, koteles az adatvédelmi tisztvisel6vel egyuttmikodni és az incidensben
maximalis segitséget nyujtani.

A bejelentés el6zetes megvizsgalasat kovetéen az adatvédelmi tisztviseld az érintett
munkavallalok bevonasaval haladéktalanul megkezdi az adatvédelmi incidens kivizsgalasat
és értékelését. A kivizsgalasban és értékelésben valamennyi érintett munkavallalo koteles
egyuttmikaodni.

A vizsgalatot legkés6bb az adatvédelmi tisztvisel6hoz érkezéstél szamitott 48 oran beldl be
kell fejezni.

Az incidens vizsgalat adataibol az adatvédelmi tisztvisel6 az érintett munkavallalok szakmai
véleményei és javaslatai figyelembevételével 6sszegzést (vezetbi jelentést) készit, amely
tartalmazza:

a) az adatvédelmiincidens leirasat (bekdvetkezésének idépontja és helye, érintett adatok
kore, érintett személyek kére és szama),

b) az adatvédelmi incidens varhaté hatasait,

c) az érintett munkavallaldk javaslatait is magaban foglal6é cselekvési tervet az incidens
kévetkezményeinek enyhitése érdekében.

Az incidenssel kapcsolatban az adatvédelmi tisztvisel6 altal kért, megfelel6 informaciok
hataridében torténé6 megadasaért minden olyan munkavallalé személyes felelésséggel
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tartozik, akitél az informaciét az adatvédelmi tisztvisel6 kérte. Ugyszintén a munkavallal felel
azért, hogy az informaciok kelléen részletesek, szakszer(iek és az incidens kivizsgalasahoz
elégségesek legyenek. A munkavallalék megfelelé teljesitéséért annak a szervezeti
egységnek a vezetdje is felel, akinek (szakmai) iranyitasa alatt all a munkavallalé/személy.

A bejelentés elbzetes megvizsgalasat kovetben az adatvédelmi tisztvisel6 irasban rogziti
szakmai allaspontjat arrél, hogy meglatasa szerinti az eset adatvédelmi incidensnek minéstil-
e. Amennyiben szakmai allaspontja szerint az eset nem minésil incidensnek, ugy az eljarast
lezérja, és errdl irasban értesiti a bejelentét. A szakmai allaspontot irdsban indokolni
szlkséges.

Amennyiben az adatvédelmi tisztvisel6 szakmai allaspontja szerint az eset adatvédelmi
incidensnek mindsul, ugy az incidens vizsgalati eljarast folytatja. Az elézetes kivizsgalas soran
az adatvédelmi tisztvisel6 az incidenssel érintett terlletet felhivhatja elézetes intézkedések
megtételére a kockazatok azonnali csdkkentése, megsziintetése érdekében.

9.3. Incidens részletes kivizsgalasa, kockazatainak elemzése

9.3.1. Az incidens kockazatelemzés célja annak meghatarozasa, hogy

a) az adott incidens milyen kockazatot jelenthet az érintett természetes személyek
jogaira és szabadsagaira nézve;

b) a kockazat valdszinliségéhez és sulyossagahoz mérten hogyan lehet/kell
kezelni az incidens hatasait;

c) felUgyeleti hatésagi bejelentési kdtelezettség all-e fenn;

d) az érintetteket szlikséges-e tajékoztatni;

€e) mi vezetett az adatvédelmi incidenshez;

f) milyen intézkedéseket kell megtenni a hasonlé incidensek jovébeli elkerilése
érdekében.

9.3.2. Az adatvédelmi incidens kockazatelemzésének f6 szempontjai:

Az incidens kategoriai:

1. kategodria: valészinlsithetéen kockazattal nem jaré incidens

2. kategodria: valoszinUsithetéen alacsony kockazattal jaré incidens
3. kategéria: valészinUsithet6éen magas kockazattal jaré incidens.

Az incidens értékelésének altalanos szempontjai:

a) azincidens tipusa (bizalmasségi, integritasi vagy elérhetdségi),

b) a személyes adatok jellege (személyes adat / kildnleges kategéria),

c) aszemélyes adatok szama,

d) az érintett személyek szama,

e) az érintett természetes személyek kategoriai,

f) az érintett természetes személyek azonosithatosaga,

g) a természetes személyre nézve fennalldé kdvetkezmények valdszinlisége és
sulyossaga;

h) az érintett adatkezelés jogalapja.

Az incidens értékelésének konkrét szempontjai:
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az incidensben érintett adatok olyan adatkezeléssel kapcsolatosak, melyek
nevesitettek a GDPR 35. cikk (3) bekezdésében (hatasvizsgalat),

az incidensben érintett adatok szerepelnek a NAIH altal a GDPR 35. cikk (4)
alapjan nyilvanossagra hozott magas kockazatu adatkezelések jegyzékében,

az incidensben érintett adatok k6zott talalhatdéak a személyes adatok kilénleges
kategériaiba es6 adatok,

az incidensben érintett személyes adatok szama meghaladja a 100 darabot,

az incidensben érintett természetes személyek kozott talalhatoak 16. életéviket
be nem toltétt természetes személyek,

az incidensben érintett természetes személyek szama meghaladja a 100 6t,

az incidensben érintett személyes adatok alkalmasak az érintettel torténd
kozvetlen kapcsolatfelvételre (igy klléndsen lakcim, telefonszam, e-mail cim),

az incidensben érintett adatkezelés jogalapja az érintett vagy masik személy
|étfontossagu érdekének védelme,

a személyes adatok alkalmasak az érintett természetes
személy személyazonossaganak ellopasara vagy a személyazonossagaval valo
visszaélésre,

az incidensben érintett személyes adatok alkalmasak arra, hogy pénzigyi
veszteséget okozzanak az érintettjiknek.

Az incidens besorolasa kategoriakba:

1. kategoria (valészinlsithetéen kockazattal nem jaré incidens)
Az incidens értékelés konkrét szempontja kozul legfeljebb ketté all fenn és a
Tarsasag képes annak bizonyitasara, hogy az érintett személyes adatokat olyan
fizikai és/vagy informatikai védelemmel latta el, amely védelem az incidens
bekovetkezése 6ta nem sérdlt.

2. kategdria (valdszinlsithetéen alacsony kockazattal jaré incidens)
Az incidens értékelés konkrét szempontja kozll legfeljebb kettd all fenn azonban a
Tarsasag nem képes annak bizonyitasara, hogy az érintett személyes adatokat
olyan fizikai és/vagy informatikai védelemmel latta el, amely védelem az incidens
bekdvetkezése 6ta nem sérilt.

3. kategdria (valészinisithetéen magas kockazattal jaré incidens)
Az incidens értékelés konkrét szempontja kézil tébb, mint kettd§ all fenn és a
Tarsasag nem képes annak bizonyitasara, hogy az érintett személyes adatokat
olyan fizikai és/vagy informatikai védelemmel latta el, amely védelem az incidens
bekdvetkezése 6ta nem sérdlt.

Az incidens fentiekben rogzitett besorolasi kategoériaitél, az incidens Osszes
koriulményének ismeretében — egyedi mérlegeléssel — esetenként el lehet térni.
Eltérés esetén az eltérés okat és indokait is részletesen, irasban indokolni szukséges. Az
indokolast az koteles elkésziteni, aki a fenti besorolasi kategériaktdl vald eltérést
kezdeményezte.

9.3.3.

9.3.4.

Amennyiben a kockazatelemzés alapjan az incidens mindsitése ,alacsony” vagy
,magas” kockazatu, ugy el kell késziteni - a NAIH formanyomtatvanyanak
felnasznalasaval - az az adatvédelmi incidens bejelentés tervezét is; tovabba ilyen
esetekben a jelentés kotelez6 melléklete a NAIH formanyomtatvanyanak
felhasznalasaval elkészitett adatvédelmi incidens bejelentés tervezete is.

Az adatvédelmi tisztvisel§ az incidens vizsgalatanak eredményérdl és a tervezett
tovabbi intézkedésekrél tajékoztatja az elsé szamu vezetét, valamint az érintett
terllet vezetéjét. Az els6 szamu vezetd dontést hoz az incidens tovabbi
kezelésérdl, hatdésagi bejelentésérdl, tovabbi intézkedésekrél.
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9.4. Az adatvédelmi incidens bejelentése a NAIH-nak

Amennyiben a belsé incidens vizsgalat alapjan a Tarsasag ugy itéli meg, hogy az incidens az
érintettek jogainak érvényesuilésére kockazattal jar, ugy az adatvédelmi tisztvisel6 az értékelés
megtorténtét kovetden, de legkésdbb 72 d6raval azutan, hogy az adatvédelmi incidens a
Tarsasag tudomasara jutott, az adatvédelmi incidenst bejelenti a NAIH-nak.

Az el6zbekben irt vizsgalat eredményérdl és a tervezett tovabbi feladatokrol az adatvédelmi
tisztvisel6 haladéktalanul tajékoztatja a vezetd tisztségvisel6t.

Az incidens bejelentést a NAIH altal meghatarozott formaban, médon és tartalommal kell
megtenni.

9.5. Az érintettek tajékoztatasa az adatvédelmi incidensrol

Amennyiben a Tarsasag a kockazati értékelés elvégzésének eredményeként azt valoszinlsiti,
hogy adatvédelmi incidens az érintettet megilleté valamely alapveté jog érvényesilését
lényegesen befolyasolé kdvetkezményekkel jarhat (magas kockazatu adatvédelmi incidens),
a Tarsasag azonnal tajékoztatja az adatveédelmi incidensben érintetteket.

Az érintetteket irasban, elektronikus vagy postai uton kell tajékoztatni. Az érintetteket minden
esetben ugy kell tajékoztatni, hogy annak ténye, tartalma és a tajékoztatott érintetti kor
bizonyithato legyen.

A Tarsasag abban az esetben mentesul az érintettek tajékoztatasanak kotelezettsége aldl, ha
az alabbi feltételek legalabb egyike fennall:

a) az adatvédelmi incidenssel érintett adatok tekintetében a Tarsasag az adatvédelmi
incidenst megel6z6en megfeleld - igy kildondsen az adatokat a jogosulatlan személy
altali hozzaférés esetére értelmezhetetlenné alakito, azok titkositasat eredményez6 -
miszaki és szervezési védelmi intézkedéseket alkalmazott,

b) a Tarsasag az adatvédelmi incidensrdl vald tudomasszerzését kdvetéen alkalmazott
intézkedésekkel biztositotta, hogy az adatvédelmi incidens folytan az érintettet
megilletd valamely alapvetd jog érvényesllését Iényegesen befolyasold
kovetkezmények valdszinUsithetéen nem kdvetkeznek be,

c) azérintett(ek) kdzvetlen (irasban vagy e-mailen torténd) tajékoztatasa csak a Tarsasag
aranytalan eréfeszitésével lenne teljesithetd, és ezért a Tarsasag az érintettek részére
az adatvédelmi incidenssel dsszefliggd megfeleld tajékoztatast barki altal hozzaférhetd
modon koézzétett informaciok utjan biztositja (pl: hirlevél, k6zosségi média, honlap),

d) torvény a tajékoztatast kizarja.

9.6. Az adatvédelmi incidens nyilvantartasa

Az adatvédelmi incidensrdl az adatvédelmi tisztvisel6 nyilvantartast vezet jelen Szabalyzat 6.
sz. melléklete szerinti minta alkalmazasaval.

A nyilvantartas tartalmazza:

a) az érintett személyes adatok korét,

b) az adatvédelmi incidenssel érintettek korét és szamat,
c) az adatvédelmi incidens id6pontjat,

d) az adatvédelmi incidens korilményeit,

e) az adatvédelmi incidens hatasainak leirasat,

f) az elharitasara megtett intézkedések leirasat,
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g) az adatvédelmi incidens Kkivizsgalasanak hatasara bevezetett helyesbit6-
megel6z6 intézkedések leirasat.

9.7. Helyesbité-ellen6rzd és a rendszerszintii intézkedések megvalésulasanak
ellenérzés

A helyesbit6-megel&z6 és rendszerszintll intézkedések bevezetésének megvaldsulasarol az
intézkedéssel érintett terllet koteles irasbeli részletes tajékoztatast nyujtani az elsé szamu
vezetdnek, valamint az adatvédelmi tisztviselének. A helyesbité6-megel6z8 és rendszerszint(
intézkedések bevezetésének megvaldsulasanak ellenbrzését a belsé ellendrzési szervezet
és/vagy a megfelelési tanacsadd a sajat munkatervébe felveszi és az abban irtak szerint
ellendérzi.

9.8. Jogkovetkezmények

Incidens Kkivizsgalasanak elmulasztasa, helytelen elvégzése, vagy szukség esetén a
felligyeleti hatésagnak torténd bejelentés elmulasztasa esetén a felligyeleti hatdsag
kbzigazgatasi birsagot szabhat ki, legfeljebb tizmillié eurd, illetve a vallalkozas el6z8 pénzigyi
éve teljes éves vilagpiaci forgalmanak legfeljebb 2%-a mértékében.

10. ADATVEDELMI OKTATAS

Az adatvédelmi tisztvisel6 évente legalabb egy alkalommal oktatast tart az adatvédelmi
tudatossag emelése érdekében. Az adatvédelmi oktatasra sor kerulhet online (adatvédelmi
hirlevél utjan), vagy személyesen. A személyes oktatason kotelesek részt venni a Tarsasag
kijelolt munkatarsai. Az adatvédelmi oktatasnak legalabb az alabbi témakra ki kell terjednie:
a) az el6zb oktatas ota eltelt id6szak tapasztalatai az adatvédelem tertletén,
b) amennyiben az el6z6 oktatas 6ta modosult a szabalyzat, a modositassal kapcsolatos
legfontosabb tudnivalok,
c) az esetlegesen megtortént adatvédelmi incidens bemutatasa, értékelése, a helyesbit6-
megel6zd intézkedések ismertetése,
d) az adatvédelem terlletén tortént altalanos valtozasok, jogszabaly modositasok,
Magyarorszagon és az Eurdpai Unidban, kilonos tekintettel a hatésagok birsagolasi
gyakorlatara.

Az adatvédelmi tisztvisel6 rendkivuli oktatast tart — amennyiben az indokolt — az alabbi
esetekben:

a) adatvédelmi incidens megtorténte,
b) marasztalassal zarulé NAIH-eljaras lefolytatasa a Tarsasaggal szemben.

11. ADATKEZELOI NYILVANTARTAS

A Tarsasag minden altala végzett adatkezelési tevékenységrdl elektronikus uton nyilvantartast
vezet. Az adatkezeldi nyilvantartast az adatvédelmi tisztvisel6 tartja naprakészen és médositja
szukseg esetén.
Az adatkezel8i nyilvantartas legalabb a kdvetkezd informacidkat tartalmazza:
a) a Tarsasag neve és elérhetésége,
b) a Tarsasag adatvédelmi tisztvisel6jének neve és elérhetésége,
c) adatkezelésenként:
a. adatkezelés céljait,
b. az érintettek korét,
c. a kezelt adatok korét,
d. olyan cimzettek korét, akikkel a személyes adatokat a Tarsasag kozli vagy
varhatéan kdzolni fogja,
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az adatkezelési miveletek - ideértve az adattovabbitast is - jogalapjait,

az ismert, a kezelt személyes adatok térlésének idépontjat,

a végrehajtott miiszaki és szervezési biztonsagi intézkedések altalanos
leirasat,

a kezelt adatokkal &sszeflggésben felmerllt adatvédelmi incidensek
bekovetkezésének koérlilményeit, azok hatasait és a kezelésikre tett
intézkedéseket,

i. az érintett hozzaférési joganak érvényesitését e torvény szerint korlatoz6 vagy
megtagado intézkedésének jogi és ténybeli indokait.

> @™o

Az adatkezelési nyilvantartas naprakészsége biztositasa érdekében a Tarsasag munkavallaloi
kotelesek az altaluk végzett adatkezelési folyamatban bekovetkez6 valtozasokat (modositas,
megszinés stb.) vagy altaluk tervezett Uj adatkezelési miveletet a tervezett valtozas vagy a
bevezetés el6tt legkésébb 5 (6) munkanappal irasban bejelenteni azt az adatvédelmi
tisztvisel6nek.

Az adatvédelmi tisztvisel a bejelentés alapjan:

a) gondoskodik az adatkezelésnek az adatkezelési nyilvantartasban valé atvezetésérdl,

b) gondoskodik a kapcsolédé adatvédelmi tajékoztatd és sziikség esetén a kapcsol6do
dokumentumok elkészitésérél és azok kozzétételéerdl a Tarsasag belsé portaljan, illetve
a honlapon,

c) szukség esetén kezdeményezi az adatvédelmi hatasvizsgalat lefolytatasat.

12. ADATFELDOLGOZOKRA VONATKOZO SZABALYOK
12.1. Altalanos szabalyok

Adatfeldolgozd az a természetes vagy jogi személy, kdzhatalmi szerv, Ugyndkség vagy
barmely egyéb szerv, amely az adatkezel6 nevében személyes adatokat kezel [GDPR 4. cikk
8. pont]. Az adatfeldolgozé adatkezelést érintd érdemi dontést nem hozhat, a tudomasara jutott
személyes adatokat kizardlag a Tarsasag rendelkezései szerint kezelheti, sajat céljara
adatkezelést nem végezhet, tovabba a személyes adatokat a Tarsasag rendelkezései szerint
koteles tarolni és megdrizni.

Az adatfeldolgozonak a személyes adatok kezelésével kapcsolatos jogait és kotelezettségeit
a GDPR, valamint az adatkezelésre vonatkozo6 kulén torvények keretei k6zott a Tarsasag
hatarozza meg.

A Tarsasag csak és kizarélag olyan adatfeldolgozét vesz igénybe barmely adatkezelési
folyamata soran, aki megfelel§ garanciakat nyujt az adatkezelés GDPR kévetelményeinek valé
megfelelésérdl és az érintettek jogainak védelmét biztositd, megfeleld technikai és szervezési
intézkedések megtételérél.

A Tarsasagnak az ugyleti szerz6dések megkotése el6tt minden esetben meg kell vizsgalnia,
hogy a szerzddés teljesitéséhez kapcsolodik-e a Tarsasag altal kezelt személyes adatok
adatfeldolgozoi kezelése. A vizsgalatot annak a szervezeti egységnek kell elvégeznie, akinek
hataskorébe tartozik az adott ugyleti szerz6dés megkotése. Az érintett szervezeti egyseég
vezetdje felelbs azért, hogy a vizsgalat lefolytatdsa megtorténjen. A vizsgalat elvégzésében —
kérésre — az adatvédelmi tisztviseld szakmai segitséget nyuijt.

12.2. Adatfeldolgozasi megallapodasok
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Amennyiben az adatfeldolgozé szlikségességi vizsgalat eredményeként az kerll
megallapitasra, hogy a szerz6déses partnernek adatfeldolgozasi feladatokat is kell végeznie,
ugy vele adatfeldolgozasi megallapodast kell kotni. Az adatfeldolgozasi megallapodas
belefoglalhatoé az lGgyleti szerz6dés szévegébe, és kiilén iven megfogalmazott megallapodas
(szerzbdés) is lehet.

Az adatfeldolgozasi megallapodasnak az alabbiakat kell tartalmaznia:

a)
b)
c)
d)
e)
f)

adatkezel6 és az adatfeldolgozé megnevezése,

adatkezelés targya,

adatkezelés id6tartama,

adatkezelés jellege és célja,

kezelendd személyes adatok tipusa,

érintettek kategoariai,

annak kikotése, hogy a személyes adatok kezelés kizardlag az adatkezeld irasbeli
Szabalyzatai alapjan torténhet,

titoktartasi kotelezettseg,

adatbiztonsagi el6irasok,

tovabbi adatfeldolgozé igénybevételére vonatkozé doéntés,

adatfeldolgozé kozremiikddési kotelezetisége és annak folyamata az érintetti jogok
gyakorlasaban,

adatfeldolgozé kdzremiikodési kotelezettsége és annak folyamata az adatbiztonsag,
az incidensek kezelése és a hatasvizsgalatok elvégzése soran,

m) teendbk az adatkezelési szolgaltatas nyujtasanak befejezés esetén,

-
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informaciok és ellenbrzési jogosultsag,

kezelend6 személyes adatok mennyisége (ha lehetséges),

adatkezel6 ellenérzési jogkore és annak kivitelezési maodia,

adatkezel6 és az adatfeldolgoz6 kézotti utasitasadas, illetve kapcsolattartas maédja,
az adatfeldolgozo feleléssége adatkezel6 felé.

A Tarsasag csak olyan adatfeldolgozoval két megallapodast adatfeldolgozasi feladatra, aki a
megallapodasban vallalja, hogy:

f)

a személyes adatokat kizarolag az adatkezel6 irasbeli utasitasai alapjan kezeli,

az 4ltala személyes adatok kezelésében résztvevd személyek titoktartasi
kotelezettséget  vallalnak vagy jogszabalyon alapuld megfelelé titoktartasi
kotelezettség alatt allnak,

biztositja a GDPR 32. cikk szerinti adatbiztonsagi szabalyokat,

adatkezelb el6zetesen irasban tett eseti vagy altalanos felhatalmazasa nélkil tovabbi
adatfeldolgoz6t nem vesz igénybe,

az adatkezelés jellegének figyelembevételével megfeleld technikai és szervezési
intézkedésekkel a lehetséges mértékben segiti a Tarsasagot abban, hogy teljesiteni
tudja kotelezettségét az érintettek jogainak gyakorlasahoz kapcsolddd kérelmek
megvalaszolasa tekintetében,

adatvédelmi incidens esetén az incidens tudomasara jutasa pillanataban azonnal
értesiti a Tarsasagot és egylttmikodik az adatvédelmi incidens jelen szabalyzat
szerinti kezelésében,

az adatfeldolgozasi szolgaltatdsanak nyujtdsanak befejezését kdvetben a Tarsasag
dontése alapjan minden személyes adatot t6rdl vagy visszajuttat a Tarsasagnak,
valamint a személyes adatokrdl készult masolatokat ezzel egyidében megsemmisiti
vagy torli,

lehetbveé teszi és elbsegiti, hogy a Tarsasag ellenérizhesse az adatvédelmi szabalyok
adatfeldolgozénal térténd megvaldsulasat,

vezeti a GDPR 30. cikk (2) bekezdése szerinti adatfeldolgozoi nyilvantartast.
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Az adatfeldolgozasi megallapodasokat (figgetlendl attdl, hogy az Ugyleti szerzdédés
tartalmazza, vagy kulon megallapodas), azok megkotése el6tt az adatvédelmi tisztviselvel
elézetesen véleményeztetni kell. A Tarsasag az adatfeldolgozassal érintett eljarasokra
vonatkozdan rendelkezik belsé szabalyozoval.

13. ADATVEDELMI HATASVIZSGALAT

Ha a Tarsasag Uj adatkezelést kivan rendszerébe bevezetni, ugy kételes megvizsgalni, hogy
az adatkezelés megkezdése el6tt szukséges-e adatvédelmi hatasvizsgalatot lefolytatni
(adatvédelmi kockazatelemzés).

Ha az adatkezelés valamely - kilondsen Uj technologiakat alkalmazo — tipusa, figyelemmel
annak jellegére, hatokorére, kérilményére és céljaira, valdészinisithetéen magas kockazattal
jar a természetes személyek alapvetd jogainak érvényesiilésére nézve, akkor a Tarsasag,
mint adatkezel® az adatkezelést megel6z8en hatasvizsgalatot koteles vegezni arra
vonatkozdan, hogy a tervezett adatkezelési miiveletek a személyes adatok védelmét hogyan
erintik.

A Tarsasag koteles tovabba hatasvizsgalatot lefolytatni a NAIH altal a GDPR 35. cikk (4)
bekezdése alapjan nyilvanossagra hozott hatasvizsgalati listan szerepld adatkezelés
bevezetése esetében is. (Lasd: htips://naih.hu/files/GDPR 35 4 lista HU mod.pdf)

Kotelezd adatkezelés esetén [Infotv. 5. § (1) bekezdés a) és (2) bekezdés b), valamint a GDPR
6. cikk (1) bekezdés c) és e) pontjai szerinti jogalapok] a hatasvizsgalatot az adatkezelést
elrendel térvény, illetve dnkormanyzati rendelet, avagy az Eurdpai Unid kételezd jogi aktusa
hatarozza meg. Amennyiben az adatkezelést elrendel6 torvény, illetve Onkormanyzati
rendelet, avagy az Eurdpai Unié koételezd jogi aktusa nem hatarozza meg a kotelezé
adatkezelés idétartamat vagy szikségessége idészakos felllvizsgalatat, ugy a Tarsasag, mint
adatkezel6 koteles az adatkezelés megkezdésétél legalabb haromévente fellilvizsgalni, hogy
az altala, illetve a megbizasabdl vagy rendelkezése alapjan eljaré adatfeldolgozé altal kezelt
személyes adat kezelése az adatkezelés céljanak megvalosulasahoz szikséges-e.

Amennyiben a Tarsasag az adatkezelése tekintetében adatvédelmi hatasvizsgalatot készit,
ugy koteles azt harom évente felllvizsgalni és megallapitani, hogy személyes adat kezelése
az adatkezelés céljanak megvaldsulasahoz tovabbra is sziikséges-e.

A hatasvizsgalatot az adatkezelést bevezetni kivano szervezeti egység az adatvédelmi
tisztvisel6 szakmai tanacsanak kikérésével koteles elvégezni.
Az adatvédelmi hatasvizsgalatnak ki kell terjednie:

a) a tervezett adatkezelési mlvelet mddszeres leirasara és az adatkezelés céljainak
ismertetésére,

b) ha a tervezett adatkezelés jogalapja a Tarsasag vagy egy harmadik személy jogos
érdeke, akkor a Tarsasag altal érvényesiteni kivant jogos érdekre,

c) az adatkezelés céljara figyelemmel az adatkezelési miveletek szilkségességi és
aranyossagi vizsgalatara,

d) az érintett jogait és szabadsagait érinté kockazatok vizsgalatara és

e) a kockazatok kezelését célzd intézkedések bemutatasara, ideértve a személyes
adatok védelmét és az e rendelettel valé 6sszhang igazolasat szolgald, az érintettek
és mas személyek jogait és jogos érdekeit figyelembe vevd garancidkat, biztonsagi
intézkedéseket és mechanizmusokat.

Az adatvédelmi tisztvisel az adatkezelés bevezetését kdvetd hat hénap elteltével koteles
megvizsgalni, hogy a személyes adatok kezelése az adatvédelmi hatasvizsgalatnak
megfeleléen torténik-e.
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Az adatvédelmi hatasvizsgalat elvégzésenek részletes belsd leirasat a 3. szamu melléklet
tartalmazza.

14. OKIRATOK FENYMASOLASARA VONATKOZO SZABALYOK

14.1.

14.2.

14.3.

A Tarsasag az Mt. 10. § alapjan a munkaviszony létesitése, teljesitése,
megsziinése (megszlntetése) céljabol vagy az Mt.-bdl szarmazd igény
érvényesitése céljabdl lényeges nyilatkozat megtételét vagy 1ényeges személyes
adat kozlését kovetelheti. Az ennek soran megszerzett adatot a Tarsasag a
munkavallaléra vonatkozo személyugyi nyilvantartas részeként kezeli. Ezen
nyilatkozat vagy személyes adat valodisaganak alatamasztasaul a nyilatkozatot
vagy személyes adatot bizonyitanddé a munkavallalé a Tarsasag ezen iranyu
kérésére koteles a bizonyitékul szolgal6 okiratot a Tarsasag szamara bemutatni.
Amennyiben a bizonyitékul szolgalo okirat személyazonositasra alkalmas okmany,
ugy a Tarsasag fenntartja a jogot, hogy annak valédisagat a Magyarorszag altal
mikodtett okmanyok érvényességenek ellenbrzésére szolgald szolgaltatas
igénybevételével ellenérizze. Ez a jelen szabalyzat kibocsatasakor:
https://www.nyilvantarto.hu/ugyseged/OkmanyErvenyessegl ekerdezes.xhtml

Az okirat bemutatasardol és a bemutatott okirat tartalmardl a Tarsasag hivatalos
feliegyzést készit, amely a Tarsasag altal az okiratok ellenérzésére vonatkozo
nyilvantartas részét fogja képezni. A hivatalos feljegyzésben a Tarsasag az okirat
tartalma mellett rogziti az okiratra vonatkozd, az azonositashoz szikséges
adatokat, igy kuléndésen az okirat szamat, a kiallitdé nevét. A nyilvantartas részét
képezheti az okirat bemutatasanak idépontja és az okiratot ellenérzé személy
azonositasara alkalmas adat, azaz az, hogy ki szamara mutatta be a munkavallalé
az okiratot.

Az Mt. 10. § (3) bekezdése az okiratokrol masolat készitését nem teszi lehetéveé,
ezért a Tarsasag okiratokrol fénymasolatot nem készit. Az Mt. ezen
rendelkezésébdl eredéen a hatésagok a hatésagi ellenérzésik soran a
munkaltatotol a munkavallaldra vonatkozo eredeti, illetve masolatban tarolt okiratot
nem jogosultak kérni.

15. A SZEMELYES ADATOK MEGSEMMISITESE

Abban az esetben, ha a Tarsasag az altala kezelt személyes adatokat az adatkezelés
szabalyai alapjan a tovabbiakban nem kezelheti, koteles a személyes adatokat tartalmazo
adathordoz6t megsemmisiteni, a megsemmisités tényérél pedig jelen Szabalyzat 6. szamu
melléklete szerinti megsemmisitési jegyz6konyvet felvenni.

A megsemmisitési jegyz6konyv tartalmazza az alabbiakat:

a) az adatmegsemmisitésért felel6s munkavallalé azonosité adatait,

b) a megsemmisitést engedélyezd személy azonosit6 adatait,

C) a megsemmisités targyat,

d) az adathordozdék szamat, legalabb megkozelitélegesen,

e) a megsemmisitéssel érintett adatkezelési folyamat megnevezését,

f) az adatmegsemmisités maédjat,

g) a megsemmisités idépontjat, helyszinét,

h) a megsemmisitést ténylegesen lefolytato, illetve azon jelen Iévék nevét és alairasat
(minimum harom f6).

30



A Tarsasag az Adatmegsemmisitési jegyz6konyvet a mindenkor hatalyos, az Iratkezelés
rendjérél sz6l6 szabalyozasban foglaltak szerint tarolja és 6rzi.

16. SZEMELYES ADATOKAT TARTALMAZO SZERZODESEK KIEGESZITESE
Amennyiben Tarsasag természetes személlyel vagy adatvédelem szempontjabdl természetes
személynek mindsulé egyéni vallalkozéval szerzédik, a szerz6désbe bele kell foglalnia a
Tarsasag adatkezelésrél szol6 tajékoztatasat.

17. ZARO ES VEGYES RENDELKEZESEK
Jelen szabalyzat — a Tarsasagi Szerz6dés 8.2. pont e) alpontjaban szereplé felhatalmazas

alapjan — a Tarsasag Ugyvezet6 alairasa napjan |ép hatalyba, rendelkezéseit a hatalyba
Iépését kovetben, visszavonasig vagy hatalyon kivil helyezéséig kell alkalmazni.

Budapest, 2025. junius 10.

dr. Korossy Emese

ugyvezetd
Mellékletek:
1. szamu melléklet Hivatalos feljegyzés szdbeli adatvédelemi tajékoztatasrdl (minta)
2. szamu melléklet Erdekmérlegelési teszt készitési segédlet
3. szamu melléklet Adatvédelmi hatasvizsgalat minta
4. szamu melléklet Adatvédelmi incidens jelent6 lap
5. szamu melléklet Adatvédelmi incidens nyilvantarto lap
6. szamu melléklet Adatmegsemmisitési jegyz6konyv
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